ALAXALA's Network Visualization and Control Solution A2l

A FEERTINET COMPANY

AX-Network-Visualization(AX-NV) efficiently collects data and device information on the network and uses machine learning to
achieve accurate visualization and anomaly detection.

AX-Network-Manager(AX-NM) provides cyber attack automatic defense solution with UTM, FW, IDS/IPS system and AX-NV, and
minimize damage by "automatic cause elimination". AX-Network Visualization (AX-NV)
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